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License Terms 
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About Seqrite Centralized Security Management 

With cyber threats constantly evolving, getting smarter, and more sophisticated, it’s time 

you get holistic visibility of security posture in one place to mitigate risks before it becomes 

a disaster.  

Seqrite Centralized Security Management is a cloud-based platform that will enable 

coordination between different security layers, integrate cybersecurity silos into a single 

source of truth, and ensure your point products communicate with each other to 

consolidate alerts, identify risks, and convert the data into intelligence.   

Seqrite Centralized Security Management will enable your business to prevent real-time 

malware breaches, make insight-driven decisions, and accelerate vital security functions 

quickly and effectively with just a few clicks. 
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Supported Seqrite Products  

With Seqrite Centralized Security Management 2.7.5, you can manage the following Seqrite 

products: 

• Seqrite Endpoint Protection (Cloud) with DLP as add-on 

• Seqrite XDR 

• Seqrite EDR Cloud 

• Seqrite Enterprise Mobility Management/Seqrite Workspace 

• Seqrite Data Privacy 

• Seqrite ZTNA 
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What’s New 

Centralized Endpoint Logs Collection 

Seqrite Centralized Security Management 2.7.5 introduces a new feature Centralized 
Endpoint Logs Collection designed to streamline the process of collecting product logs from 
multiple endpoints. 

The feature has the following key capabilities: 

• Centralized Log Collection: Administrators can now collect logs from a centralized location 
within the CSM, simplifying the management and troubleshooting process across products. 

• Endpoint and Product Selection: Flexibility to choose specific endpoints and products for log 
collection. A maximum of 5 endpoints can be processed simultaneously to ensure optimal 
system performance. 

• Efficient Log Management: Logs for each endpoint are compressed into a single zip file for 
easy download and storage. 

• Time-Bound Storage: Collected logs are stored securely on the server for a maximum 
duration of 1 week, ensuring compliance with data retention policies. 

This new feature helps the operational efficiency to be seamless for the administers who 

manage distributed product environments. 

Filter and Delete Inactive Devices  

• Filter Inactive Devices: Easily identify devices that have been inactive for more than 

7/15/30 and so on days using the new filtering option. 

• Bulk Deletion: Select and delete these inactive devices in bulk, streamlining device 

management and keeping the system optimized. 

Devices Grid View User Experience Enhancement  

Users can now select and adjust the columns in the Devices Grid, tailoring the table view to 

match their specific preferences 

Dashboard View Based on User Role and Product Selection 

Per user role, the system will display the dashboard corresponding to the selected product/s 
for that user. This improvement ensures users have a streamlined and relevant view, 
eliminating unnecessary distractions and enhancing productivity within the platform.  
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Technical Support 

SEQRITE provides extensive technical support for its users. In case you face any technical 

issue, you can contact our Technical Support center using the options available at the 

following URL: 

https://www.seqrite.com/seqrite-support-center 
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