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What’s New? 
 

Seqrite Zero Trust V2.5.1 introduces the following feature for better user experience. 

 

Seqrite ZTNA Mobile Application (Android and iOS) 
 
The Seqrite ZTNA mobile application provides secure access to enterprise applications on 
Android and iOS devices by verifying the device and applying required security checks before it 
connects to corporate applications. 

Features of Seqrite ZTNA Mobile Application 
 
 Enables you securely access enterprise applications through Seqrite ZTNA. 

 Enables your mobile device to function as a trusted and verified endpoint. 

 Provides safe, encrypted access to corporate resources. 

 Requires installation to use ZTNA on mobile devices. 

 Supports devices on Android 10+ and iOS 13+ (smartphones and tablets). 

 Blocks access if the agent is not installed, ensuring secure usage. 

 Provides app information, policies, and legal details, along with access to compliance 
documents and the ability to share logs for support or troubleshooting. 

 Displays detailed information about each registered device directly in the ZTNA Devices 
console, helping administrators monitor and manage endpoints effectively. 

 Available as an add-on and activated per tenant on request. 

 
 

 


